# **认证服务器配置**

# **定义API**

// 定义需要认证的api资源

**public** **static** IEnumerable<ApiResource> GetApiResources()

{

**return** **new** List<ApiResource>

{

**new** ApiResource("api1", "My API")

};

}

# **定义客户端**

// 想要访问资源的客户端

**public** **static** IEnumerable<Client> GetClients(){

**return** **new** List<Client>

{

**new** Client

{

ClientId = "client",

// 没有交互性用户，使用 clientid/secret 实现认证。

AllowedGrantTypes = GrantTypes.ClientCredentials,

// 用于认证的密码

ClientSecrets =

{

**new** Secret("secret".Sha256())

},

// 客户端有权访问的范围（Scopes）

AllowedScopes = { "api1" }

}

};

}

# **配置 IdentityServer**

要配置IdentityServer以使用范围和客户端定义，您需要向ConfigureServices方法添加代码。

**public** **void** ConfigureServices(IServiceCollection services)

{

services.AddIdentityServer() // 使用IdentityServer

.AddDeveloperSigningCredential() // 生成临时密匙

.AddInMemoryApiResources(Config.GetApiResources()) // 添加Api资源

.AddInMemoryClients(Config.GetClients()); // 添加客户端

}

运行此项目，打开浏览器访问http://localhost:5000/.well-known/openid-configuration你将会看到所谓的发现文档。

**Api资源站点配置**

# **添加API**

向API项目添加新控制器：

[Route("identity")]

[Authorize]

**public** **class** **IdentityController** : ControllerBase{

[HttpGet]

**public** IActionResult Get()

{

**return** **new** JsonResult(**from** c **in** User.Claims **select** **new** { c.Type, c.Value });

}}

稍后将使用此控制器来测试授权要求，以及通过API来查看声明身份。

#### **配置**

将IdentityServer4.AccessTokenValidation NuGet包添加到Api项目中。

将Api项目的Startup更新为如下所示：

**public** **class** **Startup**{

**public** **void** ConfigureServices(IServiceCollection services)

{

........

services.AddAuthentication("Bearer")

.AddIdentityServerAuthentication(options =>

{

options.Authority = "http://localhost:5000"; // 认证地址

options.RequireHttpsMetadata = **false**;

options.ApiName = "api1"; // 认证域令牌

});

.........

}

**public** **void** Configure(IApplicationBuilder app)

{

app.UseAuthentication(); // 使用认证

app.UseMvc();

}

}

# **访问Api资源站点的客户端配置**

# **创建客户端**

添加 IdentityModel NuGet 程序包到你的客户端项目中。

// 从端口中发现元数据

var disco = await DiscoveryClient.GetAsync("http://localhost:5000");

// 认证客户端

var tokenClient = new TokenClient(disco.TokenEndpoint, "client", "secret");

// 获取api1的访问令牌

var tokenResponse = await tokenClient.RequestClientCredentialsAsync("api1");

if (tokenResponse.IsError)

{

Console.WriteLine(tokenResponse.Error);

return;

}

Console.WriteLine(tokenResponse.Json);

// http客户端实例

var client = new HttpClient();

// 设置令牌

client.SetBearerToken(tokenResponse.AccessToken);

// 访问Api

var response = await client.GetAsync("http://localhost:5001/identity");

if (!response.IsSuccessStatusCode)

{

Console.WriteLine(response.StatusCode);

}

else

{

var content = await response.Content.ReadAsStringAsync();

Console.WriteLine(JArray.Parse(content));

}
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